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NIST

NOTABLE TECHNICAL INQUIRY

Can you provide a checklist of requirements that DoD agencies 
use to set up an Authority to Connect (ATC), Authority to Test 
(ATT), or Authority to Proceed (ATP)?

The Cybersecurity and Information Systems Information Analysis Center 
(CSIAC) was asked to identify formal documentation that can be used 
to develop a list of cyber and standalone network security requirements 
associated with an Authority to Test (ATT), Authority to Proceed (ATP), or 
Authority to Connect (ATC). According to the Defense... READ MORE

JOURNALS ARE 
BACK!

After a long absence, the CSIAC 
journal is returning! We are now 
accepting abstracts for our first  
issue and need your help!

This issue will be a general edition 
covering any of CSIAC's four focus 
areas.

WHAT TO INCLUDE IN ABSTRACT:

ARTICLE DEADLINE:
July 14, 2023

SUBMIT IDEAS/ABSTRACT:
journal@csiac.org

To view previous CSIAC journals, visit 
https://csiac.org/journals.
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HIGHLIGHT

DoD Releases National Defense Science and Technology Strategy

The U.S. Department of Defense (DoD) released the National Defense 
Science and Technology Strategy, or NDSTS. Guided by the National 
Defense Strategy, the NDSTS articulates the science and technology 
priorities, goals, and investments of the Department and makes 
recommendations on the future of the defense research and engineering 
enterprise. LEARN MORE

FEATURED NEWS

#StopRansomware Guide Released by NSA and Partners

FORT MEADE, Md. - To guide network defenders 
in protecting against the rapidly evolving 
ransomware tactics of malicious cyber actors, 
the National Security Agency (NSA) and several 
partners publicly released the “#StopRansomware 
Guide” Cybersecurity Information Sheet (CSI).

“Ransomware tactics have become more 
destructive and impactful,” said Rob Joyce, NSA Director of Cybersecurity. 
“Malicious cyber actors are not only encrypting files and... READ MORE
Image:  NSA
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VOICE FROM THE 
COMMUNITY

Aldo Velazquez 
Vice President, Institute of Children 
and Adolescents of Uruguay (INAU)

Mr. Velazquez is a system analyst, scrum 
master, and cybersecurity consultant who is 
total quality management (TQM) certified. 
At INAU, he promotes management 
improvement by incorporating TQM 
in all the organization processes and 
strengthening INAU’s information security 
management. He has 20+ years developing 
and leading different projects in public 
and private sectors in industries such 
as electrical, banking, social services, 
insurance, and cattle genetics in Uruguay 
and abroad.

ARE YOU A SME?

If you are a contributing member of the 
information systems community and are 
willing to help others with your expertise, 
you are a subject matter expert (SME)!

Join our team today!

BECOME A SUBJECT 
MATTER EXPERT
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LEARN MORE

DVIDS

EVENTS

National Institute for Cybersecurity 
Education 2023
June 5–7, 2023 
Seattle, WA

Black Hat USA 2023
August 5–10, 2023 
Las Vegas, NV

Data Strategy & Insights
September 13–14, 2023 
Austin, TX

National Cyber Summit
September 20–21, 2023 
Huntsville, AL

Gartner IT Infrastructure, 
Operations & Cloud Strategies 
Conference
December 4–6, 2023 
Las Vegas, NV

Want your event listed here?
Email contact@csiac.org, to share 
your event.

Emerging Developments in 
Cyberlaw

August 9, 2023 12:00 PM

Shutterstock

DID YOU MISS OUR LAST WEBINAR?
“Systems Security Engineering (SSE) Cyber Guidebook (SSECG)”

  WATCH NOW!

or download the slides

NIST Risk Management 
Framework

July 12, 2023 12:00 PM

NIST

WEBINARS

Cyber Test and Evaluation (T&E)

Presented:  June 6, 2023 12:00 PM - 1:00 PM
Presenter:  Sarah Standard, Nilo Thomas
Host:  CSIAC

Cyber T&E policy and guidance are being modernized to keep pace with 
the U.S. Department of Defense (DoD) acquisition objectives stated in DoDI 
5000.01:

1. Simplify Acquisition Policy
2. Tailor Acquisition Approaches... LEARN MORE
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Software Data & Analysis

The inclusion of hyperlinks does not 
constitute an endorsement by CSIAC or 
the U.S. Department of Defense (DoD) of 
the respective sites nor the information, 
products, or services contained therein. 
CSIAC is a Defense Technical Information 
Center (DTIC)-sponsored Information 
Analysis Center, with policy oversight 
provided by the Office of the Under 
Secretary of Defense for Research and 
Engineering (OUSD(R&E)). Reference 
herein to any specific commercial products, 
processes, or services by trade name, 
trademark, manufacturer, or otherwise 
does not necessarily constitute or imply its 
endorsement, recommendation, or favoring 
by the U.S. government or CSIAC.
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U.S. Air Force Academy Wins 
NSA Cyber Competition

NSA

U.S. DoD

VA Asking Private Sector for 
Cyber Operations Support

General Services 
Administration

DVIDS

DoD Transmits 2023 Cyber 
Strategy

U.S. DoD

NCSL

Request for Information; 
National Priorities for Artificial 

Intelligence

The Federal Register

Shutterstock

NIST Revises SP 800-171 
Guidelines for Protecting 

Sensitive Information

NIST

NIST

NIST Revises SP 800-171 
Guidelines for Protecting 

Sensitive Information

NIST
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NIST Revises SP 800-171 
Guidelines for Protecting 

Sensitive Information

NIST

NIST

Cloud Security:  Selected 
Agencies Need to Fully 

Implement Key Practices

U.S. Government 
Accountability Office

Shutterstock
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